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Abstract- Navigating complex regulatory landscapes 

is a persistent challenge for businesses in North 

America. To address this issue, this study proposes a 

Governance, Risk, and Compliance (GRC) model 

designed to simplify regulatory compliance for 

businesses operating in the United States and 

Canada. This model integrates governance 

principles, risk management frameworks, and 

compliance strategies into a unified system, enabling 

organizations to align operational objectives with 

regulatory requirements efficiently. The proposed 

GRC model incorporates a three-tiered approach: 

governance ensures strategic oversight and 

accountability, risk management identifies and 

mitigates compliance risks, and compliance 

streamlines adherence to regulations. By leveraging 

advanced technologies such as artificial intelligence, 

blockchain, and predictive analytics, the model 

enhances accuracy and efficiency in regulatory 

processes. Key features include automated 

compliance monitoring, real-time reporting, and 

scenario-based risk assessment, enabling proactive 

decision-making and reducing the likelihood of non-

compliance penalties. This study emphasizes the 

importance of a tailored approach, accounting for 

sector-specific regulations, such as financial 

services, healthcare, and manufacturing. 

Comparative analysis of U.S. and Canadian 

regulatory frameworks highlights critical similarities 

and differences, offering region-specific 

implementation strategies. The GRC model fosters 

collaboration across organizational departments, 

ensuring seamless integration of governance and 

compliance functions into the broader operational 

framework. Pilot testing in North American 

businesses demonstrates the model’s effectiveness in 

reducing compliance costs, improving transparency, 

and enhancing stakeholder confidence. The study 

also addresses implementation challenges, such as 

organizational resistance and technological 

integration, offering practical solutions to facilitate 

adoption. By aligning governance, risk, and 

compliance practices into a cohesive framework, this 

model provides a strategic pathway for North 

American businesses to achieve regulatory 

compliance while fostering operational excellence. 

This research contributes to the field by presenting a 

scalable, technology-driven solution to the evolving 

complexities of regulatory adherence. 

 

Indexed Terms- Governance, Risk, Compliance 

(GRC), Regulatory Compliance, North American 

Businesses, Risk Management, Artificial 

Intelligence, Blockchain, Predictive Analytics, 

Operational Efficiency, Stakeholder Confidence, 

Strategic Oversight. 

 

I. INTRODUCTION 

 

Regulatory compliance is a cornerstone of modern 

business operations, particularly in North America, 

where the legal landscape is marked by its complexity 

and diversity. In the United States and Canada, 

businesses must navigate a vast array of regulations at 

federal, state, and provincial levels. These regulations 

cover areas such as data protection, financial 

reporting, environmental standards, and industry-

specific compliance requirements (Onoja & Ajala, 

2022, Parraguez-Kobek, Stockton & Houle, 2022). 

The overlapping jurisdictions and ever-evolving 

regulatory frameworks pose significant challenges for 

businesses striving to ensure adherence while 

maintaining operational efficiency. 

 

Moreover, the increasing scrutiny on corporate 

governance and compliance adds to the pressure on 

organizations. Regulators, stakeholders, and the public 

demand greater transparency, accountability, and 
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ethical business practices. This heightened focus 

underscores the need for robust governance 

frameworks and efficient compliance strategies that 

can adapt to regulatory changes without imposing 

excessive burdens on businesses (Dalal, Abdul & 

Mahjabeen, 2016, Shafqat & Masood, 2016). 

 

This study aims to address these challenges by 

proposing an integrated Governance, Risk, and 

Compliance (GRC) model tailored to the unique needs 

of North American businesses. The model is designed 

to simplify regulatory compliance by unifying 

governance, risk management, and compliance 

processes into a cohesive framework. By streamlining 

workflows and enhancing interdepartmental 

collaboration, the GRC model seeks to reduce 

redundancies and improve the agility of businesses in 

responding to regulatory demands (Bodeau, 

McCollum & Fox, 2018, Georgiadou, Mouzakitis & 

Askounis, 2021). 

 

The objectives of this study include the development 

of a practical and scalable GRC model that can 

accommodate the diverse regulatory requirements 

faced by businesses in the United States and Canada. 

It also seeks to provide actionable insights into 

overcoming the operational challenges associated with 

compliance, ensuring that businesses not only meet 

regulatory standards but also achieve strategic 

alignment with their governance and risk management 

goals (Buchanan, 2016, Clemente, 2018, Djenna, 

Harous & Saidouni, 2021). Through this integrated 

approach, the proposed GRC model aims to empower 

North American businesses to navigate the 

complexities of regulatory compliance effectively 

while fostering a culture of accountability and 

resilience. 

 

2.1. Literature Review 

The increasing complexity of the regulatory landscape 

in North America has prompted businesses to adopt 

comprehensive Governance, Risk, and Compliance 

(GRC) frameworks. GRC encompasses the structures, 

processes, and tools that organizations use to ensure 

effective governance, manage risks, and comply with 

regulations. In a business context, GRC is crucial as it 

helps organizations achieve their objectives while 

managing uncertainties and adhering to legal 

requirements (Austin-Gabriel, et al., 2023, Oladosu, et 

al., 2023). This literature review explores the key 

components of GRC, the regulatory landscape in 

North America, and the role of technology in 

streamlining compliance efforts. 

 

The importance of GRC in business operations cannot 

be overstated. A well-defined GRC framework allows 

organizations to align their objectives with risk 

management and compliance activities, fostering a 

culture of accountability and transparency. Moreover, 

GRC facilitates informed decision-making by 

providing leaders with critical insights into potential 

risks and compliance gaps. It also enhances 

stakeholder confidence by demonstrating a 

commitment to ethical business practices and 

regulatory adherence (Aliyu, et al., 2020, Shameli-

Sendi, Aghababaei-Barzegar & Cheriet, 2016). 

However, existing GRC frameworks often face 

limitations, including a lack of integration between 

governance, risk, and compliance functions, leading to 

siloed operations and inefficiencies. Many 

organizations still rely on manual processes, resulting 

in increased compliance costs, errors, and difficulties 

in keeping pace with regulatory changes. Figure 1 

shows The Five Stages of Regional Institutional 

Integration by Al-Hassan, et al., 2020. 

 

 
Figure 1: The Five Stages of Regional Institutional 

Integration (Al-Hassan, et al., 2020). 

 

The regulatory landscape in North America presents 

unique challenges for businesses. In the United States, 

regulations vary significantly across federal, state, and 

local jurisdictions. Federal regulations, such as the 

Sarbanes-Oxley Act and the Dodd-Frank Wall Street 

Reform and Consumer Protection Act, impose 

stringent compliance requirements, particularly for 

publicly traded companies (Hussain, et al., 2023, 

Safitra, Lubis & Fakhrurroja, 2023). In contrast, 

Canadian regulations, including the Canadian Anti-
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Spam Legislation (CASL) and the Personal 

Information Protection and Electronic Documents Act 

(PIPEDA), also emphasize compliance but may differ 

in their scope and enforcement mechanisms. This 

comparative analysis reveals that while both countries 

share a commitment to promoting ethical business 

practices and protecting consumer rights, the 

complexity and diversity of regulations can create 

challenges for businesses operating in both markets 

(Bello, et al., 2022). 

 

Furthermore, industry-specific compliance 

requirements add another layer of complexity to the 

regulatory landscape. Sectors such as financial 

services and healthcare face rigorous regulatory 

scrutiny, with specific compliance mandates 

governing their operations. For example, financial 

institutions in the U.S. must comply with regulations 

such as the Bank Secrecy Act and the Gramm-Leach-

Bliley Act, which focus on anti-money laundering and 

data privacy, respectively (Cohen, 2019, Lehto, 2022, 

Onoja, Ajala & Ige, 2022). Similarly, healthcare 

organizations must adhere to the Health Insurance 

Portability and Accountability Act (HIPAA) to protect 

patient information. These industry-specific 

requirements necessitate tailored GRC strategies that 

can address unique compliance challenges while 

maintaining overall organizational coherence. 

 

As organizations grapple with the intricacies of 

regulatory compliance, technology has emerged as a 

critical enabler of effective GRC implementation. The 

integration of artificial intelligence (AI), blockchain, 

and predictive analytics into GRC frameworks offers 

significant potential to streamline compliance 

processes and enhance risk management capabilities. 

AI can automate routine compliance tasks, enabling 

organizations to focus on more strategic initiatives. 

For instance, AI-driven algorithms can analyze large 

volumes of regulatory data, identify compliance gaps, 

and provide actionable insights to decision-makers 

(Djenna, Harous & Saidouni, 2021, Sabillon, Cavaller 

& Cano, 2016). Additionally, blockchain technology 

can enhance transparency and traceability in 

compliance activities, reducing the risk of fraud and 

ensuring data integrity. 

 

Predictive analytics also plays a vital role in GRC by 

enabling organizations to anticipate potential 

compliance risks before they escalate. By leveraging 

historical data and trends, businesses can proactively 

identify areas of vulnerability and implement 

preventive measures. This shift from reactive to 

proactive compliance management enhances 

organizational resilience and fosters a culture of 

continuous improvement. Trew, 2021, presented 

regulatory cooperation cycle as shown in figure 2. 

 

 
Figure 2: Regulatory cooperation cycle (Trew, 2021). 

 

Several case studies illustrate the successful 

implementation of GRC frameworks using advanced 

technologies in North America. For example, a leading 

financial institution in Canada integrated AI-powered 

compliance solutions to streamline its anti-money 

laundering efforts. By automating transaction 

monitoring and risk assessments, the institution 

significantly reduced the time spent on compliance 

reporting while enhancing its ability to detect 

suspicious activities (Amin, 2019, Cherdantseva, et 

al., 2016, Dupont, 2019). Similarly, a healthcare 

provider in the U.S. leveraged blockchain technology 

to secure patient records and ensure compliance with 

HIPAA regulations. This implementation not only 

improved data security but also facilitated seamless 

information sharing among authorized stakeholders. 

 

Despite the promising potential of technology in 

simplifying GRC, organizations must also be mindful 

of the associated challenges. Data privacy concerns, 

technology integration issues, and the need for 

employee training are critical factors that can hinder 
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successful GRC implementation. Therefore, 

businesses must adopt a holistic approach to GRC that 

encompasses not only technological solutions but also 

organizational culture and change management 

strategies (Bello, et al., 2023). 

 

In conclusion, the need for an integrated GRC model 

to simplify regulatory compliance for North American 

businesses is more pressing than ever. As 

organizations face an increasingly complex regulatory 

landscape, effective governance, risk management, 

and compliance strategies are essential for maintaining 

operational integrity and stakeholder trust. By 

leveraging advanced technologies, businesses can 

enhance their GRC frameworks, streamline 

compliance efforts, and foster a culture of 

accountability and transparency (Bello, et al., 2023). 

As the regulatory environment continues to evolve, 

organizations must remain agile and proactive in their 

approach to GRC, ensuring they are well-equipped to 

navigate the challenges ahead. 

 

2.2. Key Components of the Proposed GRC Model 

A comprehensive Governance, Risk, and Compliance 

(GRC) model is essential for North American 

businesses seeking to navigate the complexities of 

regulatory requirements while ensuring operational 

integrity and strategic alignment. The proposed GRC 

model is designed to integrate the key components of 

governance, risk management, and compliance 

management, facilitating a streamlined, efficient 

approach to regulatory adherence and organizational 

accountability (Adepoju, et al., 2022, Oladosu, et al., 

2022). This model is built on four core pillars: 

governance, risk management, compliance 

management, and technology integration, each of 

which plays a vital role in simplifying the regulatory 

compliance process. 

 

The governance framework serves as the foundation 

for the proposed GRC model, ensuring that strategic 

oversight, accountability, and decision-making are 

well-defined and consistently applied across all levels 

of the organization. Effective governance is critical in 

aligning business objectives with compliance and risk 

management strategies, ensuring that decision-makers 

are aware of their responsibilities and empowered to 

take appropriate actions (Alawida, et al., 2022, Ige, et 

al., 2022, Oladosu, et al., 2022). The model promotes 

a top-down approach, where leadership provides clear 

direction and establishes policies that are cascaded 

throughout the organization. This ensures that all 

employees, from executives to operational staff, 

understand the importance of compliance and risk 

management in achieving organizational goals. 

Strategic oversight involves setting the tone for 

compliance, ensuring that regulatory requirements are 

incorporated into business strategies, and reinforcing 

the commitment to ethical conduct and corporate 

governance. Moreover, accountability is crucial to 

ensure that individuals at all levels are held 

responsible for adhering to the organization’s 

compliance and risk management policies (Bello, et 

al., 2023). A well-defined governance structure 

ensures that roles and responsibilities are distributed 

effectively, with decision-making processes that 

promote transparency and collaboration across 

departments. 

 

The integration of governance functions across 

organizational levels is essential for ensuring that 

governance activities are aligned and consistently 

applied. For instance, governance functions such as 

internal audits, ethics committees, and compliance 

officers should work in tandem to ensure that 

decisions made at the strategic level are effectively 

communicated and executed at the operational level 

(Kovacevic & Nikolic, 2015, Pomerleau, 2019). The 

integration of governance across organizational levels 

not only promotes accountability but also ensures that 

compliance and risk management are embedded into 

everyday business processes, reducing the risk of 

regulatory breaches. 

 

Risk management is another critical component of the 

proposed GRC model, as it addresses the identification 

and mitigation of regulatory and operational risks that 

may threaten business operations. Regulatory risks are 

particularly pertinent in North America, where 

businesses must comply with a wide array of federal, 

state, and local regulations. Operational risks, such as 

cyber threats, data breaches, and supply chain 

disruptions, also need to be managed effectively to 

protect organizational interests (Austin-Gabriel, et al., 

2023, Onoja & Ajala, 2023). The risk management 

framework in the proposed GRC model emphasizes 

proactive identification and mitigation of potential 

risks, ensuring that businesses are well-equipped to 
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handle uncertainties. Risk assessment methodologies 

such as scenario analysis and risk matrices are 

incorporated into the model to help organizations 

assess the probability and impact of different risks, 

allowing for the development of mitigation strategies 

(Bello, et al., 2023, Elujide, et al., 2021). Scenario 

analysis involves simulating different risk scenarios to 

understand how they might affect business operations, 

while risk matrices categorize risks based on their 

likelihood and severity, providing a clear visual 

representation of potential threats. Both 

methodologies allow decision-makers to prioritize 

risks and allocate resources more effectively, ensuring 

that the most pressing risks are addressed first. Figure 

3 shows strengthening resilience to natural disasters 

and climate risks as presented by Al-Hassan, et al., 

2020.  

 

 
Figure 3: Strengthening resilience to natural disasters 

and climate risks (Al-Hassan, et al., 2020). 

 

In addition to identifying and mitigating risks, the 

proposed model promotes continuous risk monitoring 

and reporting to ensure that emerging threats are 

detected and managed promptly. Real-time risk 

tracking and reporting mechanisms enable businesses 

to stay ahead of potential risks, reducing the likelihood 

of costly disruptions. By incorporating dynamic risk 

management processes, the model helps businesses 

remain agile and responsive to changes in the 

regulatory and operational environment. 

 

Compliance management is a core component of the 

proposed GRC model, as it focuses on streamlining 

regulatory reporting and monitoring to ensure 

businesses meet their legal obligations efficiently. One 

of the major challenges businesses face in regulatory 

compliance is the sheer volume and complexity of 

reporting requirements (Afolabi, et al., 2023, Riggs, et 

al., 2023). In North America, businesses must comply 

with a wide range of regulations across different 

sectors, including financial services, healthcare, 

environmental protection, and data privacy. The 

proposed model simplifies this process by integrating 

compliance reporting and monitoring into a unified 

system that allows for automated tracking of 

regulatory deadlines, submission of reports, and 

management of documentation. Automation of 

compliance tasks reduces the risk of human error and 

ensures that compliance activities are completed on 

time, which is crucial for avoiding penalties and 

maintaining a good corporate reputation. Figure 4 

shows a conceptual E-business Governance Model 

Based on GRC as presented by Sanaei, et al., 2016. 

 

 
Figure 4: A conceptual E-business Governance 

Model Based on GRC (Sanaei, et al., 2016). 

 

Real-time tracking of compliance activities is another 

key feature of the proposed GRC model. By 

leveraging advanced compliance tracking systems, 

businesses can monitor their compliance status at any 

given moment, allowing for quick identification of 

gaps and corrective actions. This real-time visibility 

ensures that organizations are always prepared for 

audits and regulatory inspections, reducing the stress 

and inefficiency often associated with compliance 

management (Armenia, et al., 2021, Dupont, 2019). 

Furthermore, by automating compliance tasks, the 

model enables businesses to free up resources that 

would otherwise be spent on manual compliance 

efforts, allowing them to focus on more strategic 

initiatives. 

 

Technology integration plays a pivotal role in 

simplifying GRC processes, with artificial intelligence 

(AI), blockchain, and data analytics serving as key 

enablers of the proposed model. AI, in particular, is 

transforming the way businesses approach 

governance, risk management, and compliance. AI-

powered tools can automate routine compliance tasks, 

such as data entry and report generation, while also 
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identifying potential compliance risks by analyzing 

large volumes of regulatory data (Hussain, et al., 2021, 

Ike, et al., 2021). AI-driven systems can also detect 

patterns and anomalies that might indicate non-

compliance or operational risks, allowing businesses 

to take corrective actions before issues escalate. The 

use of machine learning algorithms in compliance 

management enables continuous improvement as the 

system learns from historical data and adapts to 

changing regulatory requirements. 

 

Blockchain technology also plays a significant role in 

simplifying GRC by enhancing transparency, 

traceability, and data security. Blockchain’s 

decentralized and immutable nature ensures that 

compliance records are accurate and tamper-proof, 

which is especially important in industries such as 

healthcare and financial services, where data integrity 

is paramount. By utilizing blockchain for regulatory 

reporting and documentation, businesses can provide 

verifiable proof of compliance without relying on 

third-party intermediaries, thus reducing the risk of 

fraud and ensuring that compliance data remains 

secure and accessible (Afolabi, et al., 2023, 

Beardwood, 2023). 

 

Data analytics is another technology that enhances 

GRC processes by providing businesses with 

actionable insights into their compliance and risk 

management efforts. Predictive analytics, for instance, 

can be used to anticipate potential compliance risks 

based on historical data and emerging trends (Mishra, 

et al., 2022, Onoja, Ajala & Ige, 2022). This enables 

businesses to take a proactive approach to risk 

mitigation and ensure that compliance activities are 

aligned with their long-term strategic goals. Predictive 

tools for risk identification and compliance monitoring 

can help businesses prioritize resources more 

effectively, ensuring that high-risk areas receive the 

attention they need before problems arise. Govindji, 

Peko & Sundaram, 2018, presented detailed IT GRCS 

framework as shown in figure 5. 

 

 
Figure 5: Detailed IT GRCS framework (Govindji, 

Peko & Sundaram, 2018). 

 

In conclusion, the proposed GRC model for 

simplifying regulatory compliance for North 

American businesses is designed to integrate 

governance, risk management, compliance, and 

technology in a cohesive and efficient framework. By 

addressing the key components of governance 

structure, risk management strategies, compliance 

monitoring, and technology integration, the model 

enables businesses to navigate the complexities of 

regulatory compliance while maintaining operational 

effectiveness (Austin-Gabriel, et al., 2021, Clarke & 

Knake, 2019, Oladosu, et al., 2021). With the support 

of advanced technologies such as AI, blockchain, and 

data analytics, the proposed GRC model offers a 

proactive and automated approach to managing 

compliance and risk, ensuring that businesses are well-

equipped to meet their regulatory obligations in an 

increasingly complex environment. 

 

2.3. Comparative Analysis of U.S. and Canadian 

Regulatory Frameworks 

The regulatory landscapes in the United States and 

Canada differ in several key areas, although both 

countries share the need for businesses to maintain 

effective governance, risk management, and 

compliance (GRC) systems to operate within the 

bounds of law and regulatory frameworks. A 

comparative analysis of the regulatory requirements in 

these two countries reveals both commonalities and 

significant differences that organizations must 

navigate to simplify regulatory compliance (Akinade, 

et al., 2023, Elujide, et al., 2021, Ike, et al., 2023). The 

GRC model designed for North American businesses 
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must be adaptable to these regulatory variances, while 

ensuring compliance with industry-specific standards. 

In both the U.S. and Canada, data privacy is a major 

area of focus for businesses, although the regulatory 

approaches vary. In the U.S., data privacy is governed 

primarily by sector-specific regulations, such as the 

Health Insurance Portability and Accountability Act 

(HIPAA) for healthcare and the Gramm-Leach-Bliley 

Act (GLBA) for financial institutions. These 

regulations set specific guidelines for the protection 

and sharing of personal data, often within particular 

industries (Akinade, et al., 2022, Oladosu, et al., 2022, 

Ukwandu, et al., 2022). The U.S. has a fragmented 

approach to data privacy, with no single, 

comprehensive federal data privacy law, leaving 

businesses to navigate a patchwork of state-level 

regulations and industry standards. This results in 

significant variability across regions, as businesses in 

California, for example, must comply with the 

California Consumer Privacy Act (CCPA), which is 

more stringent than other states’ privacy laws. 

 

In contrast, Canada has a more unified approach to 

data privacy through the Personal Information 

Protection and Electronic Documents Act (PIPEDA), 

which applies broadly to all private-sector 

organizations in Canada. PIPEDA requires businesses 

to adhere to specific data protection principles, such as 

obtaining consent for data collection, limiting the use 

and disclosure of personal information, and ensuring 

the security of collected data (Austin-Gabriel, et al., 

2021, Oladosu, et al., 2021). The regulatory 

environment in Canada provides a more consistent 

framework for businesses operating across provinces, 

as PIPEDA offers a national standard, unlike the 

U.S.’s state-driven approach. However, there are still 

nuances in provincial privacy laws, particularly in 

Quebec, which has stricter privacy regulations than the 

federal standard. 

 

Financial regulations also diverge between the U.S. 

and Canada. The U.S. financial services sector is 

governed by a mix of federal and state-level 

regulations, including the Dodd-Frank Wall Street 

Reform and Consumer Protection Act, which was 

enacted after the 2008 financial crisis to address 

systemic risk and protect consumers. The U.S. 

Securities and Exchange Commission (SEC) and the 

Commodity Futures Trading Commission (CFTC) are 

primary regulators, but states have additional authority 

to regulate financial services within their borders 

(Aaronson & Leblond, 2018, Newlands, et al., 2020). 

This dual system creates a complex compliance 

environment for businesses, as they must adhere to 

both federal and state laws, often requiring tailored 

compliance strategies for each jurisdiction in which 

they operate. 

 

In Canada, financial regulations are more centralized, 

with major oversight from federal bodies such as the 

Office of the Superintendent of Financial Institutions 

(OSFI) and the Canadian Securities Administrators 

(CSA). The Bank Act and the Canadian Financial 

Consumer Protection Framework govern the financial 

services sector, providing a more cohesive national 

approach to regulation. Canada’s centralized 

regulatory system means businesses face less 

fragmentation in their compliance obligations 

compared to their U.S. counterparts (Igo, 2020). While 

this offers advantages in terms of consistency, it still 

requires businesses to adapt to unique regulatory 

frameworks in certain regions and sectors, particularly 

in the areas of tax reporting and anti-money laundering 

requirements. 

 

The healthcare sector in both the U.S. and Canada 

faces specific regulatory challenges, particularly 

regarding patient data privacy and safety. In the U.S., 

compliance with HIPAA is a key requirement for 

healthcare providers, insurers, and other related 

entities. HIPAA sets standards for the privacy, 

security, and electronic exchange of health 

information, and businesses must implement specific 

safeguards to protect patient data. Additionally, the 

U.S. healthcare system has complex billing and 

reimbursement structures that require compliance with 

Medicare, Medicaid, and private insurance 

regulations. The fragmentation of the U.S. healthcare 

system—due to the existence of both private and 

public healthcare providers—further complicates the 

regulatory landscape for businesses in this sector. 

 

In Canada, healthcare regulations are more 

standardized due to the nationalized healthcare 

system. The Canada Health Act ensures that all 

Canadians have access to essential medical services, 

and while provinces and territories are responsible for 

the delivery and administration of healthcare, federal 
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regulations set the baseline for coverage and patient 

rights (Dwivedi, et al., 2020, Feng, 2019). Privacy in 

healthcare is governed by PIPEDA, but provinces such 

as Ontario have additional legislation for health 

information privacy, including the Personal Health 

Information Protection Act (PHIPA). Despite the more 

unified system, Canadian healthcare providers still 

face challenges in aligning with both provincial and 

federal regulations, especially as the sector continues 

to modernize with the adoption of electronic health 

records and telemedicine. 

 

Manufacturing businesses in both countries must 

navigate a complex regulatory framework that governs 

worker safety, environmental protection, and product 

standards. In the U.S., the Occupational Safety and 

Health Administration (OSHA) enforces safety 

standards in manufacturing facilities, while the 

Environmental Protection Agency (EPA) regulates 

environmental impacts of industrial activities 

(Bamberger & Mulligan, 2015, Voss & Houser, 2019). 

These regulations can vary at the state level, where 

certain regions have stricter environmental laws. 

Additionally, businesses must comply with the U.S. 

Food and Drug Administration (FDA) for 

manufacturing goods such as food, drugs, and medical 

devices. Compliance with industry standards such as 

ISO certifications is also required for manufacturers 

exporting goods internationally. 

 

In Canada, manufacturing regulations are also 

governed by federal entities such as the Canadian 

Centre for Occupational Health and Safety (CCOHS) 

and the Canadian Environmental Assessment Agency 

(CEAA). The Canadian Environmental Protection Act 

(CEPA) sets national standards for environmental 

protection, and provinces have additional regulations 

that may impose stricter requirements on local 

manufacturers. In terms of product standards, Canada 

follows international standards, such as those set by 

the International Organization for Standardization 

(ISO), with specific adaptations for local conditions. 

Given the diversity of regulations across sectors and 

between the U.S. and Canada, businesses must adopt 

tailored implementation strategies for their GRC 

frameworks. These strategies must account for sector-

specific challenges, such as healthcare providers 

needing to comply with patient privacy laws, financial 

institutions adhering to complex reporting and anti-

money laundering requirements, and manufacturers 

ensuring product safety while meeting environmental 

and worker safety regulations (Jathanna & Jagli, 2017, 

Singh, 2023). Additionally, businesses must adapt 

their strategies to regional variations in laws, 

particularly in the U.S., where state-level regulations 

play a significant role in shaping compliance 

requirements. 

 

For example, businesses operating in the U.S. may 

need to implement a decentralized GRC framework 

that can address the variations in state regulations 

while ensuring adherence to federal laws. This would 

involve creating specific compliance policies and risk 

management procedures for each state in which the 

business operates, ensuring local regulatory nuances 

are addressed. In contrast, businesses in Canada may 

benefit from a more centralized GRC approach, with 

an emphasis on ensuring alignment with both federal 

and provincial regulations. However, even within the 

Canadian framework, industries such as healthcare 

and financial services may require specific compliance 

processes to meet sector-specific requirements. 

 

In conclusion, the regulatory frameworks in the U.S. 

and Canada present distinct challenges for businesses 

seeking to simplify regulatory compliance. The 

fragmented nature of U.S. regulations, especially at 

the state level, requires businesses to adopt highly 

tailored GRC strategies for each jurisdiction in which 

they operate (Bello, et al., 2021, Yang, et al., 2017). In 

Canada, while the regulatory framework is more 

unified, businesses must still navigate sector-specific 

and provincial regulations that require specific 

adaptations. A robust GRC model must account for 

these differences, ensuring that organizations can 

maintain compliance while minimizing the complexity 

of regulatory adherence across North America. 

 

2.4. Methodology 

The methodology for developing a Governance, Risk, 

and Compliance (GRC) model designed to simplify 

regulatory compliance for North American businesses 

encompasses a comprehensive and systematic 

approach. This approach blends qualitative and 

quantitative research methods to ensure a holistic view 

of the challenges and opportunities businesses face 

when implementing GRC solutions. A mixed-methods 

approach, incorporating interviews, case studies, 
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surveys, and data analysis, is employed to gather 

relevant data from various industry sectors. The 

research design, data collection techniques, data 

analysis methods, and model testing ensure that the 

proposed GRC framework is both effective and 

adaptable to the diverse regulatory environment in 

North America. 

 

To understand the complexities of regulatory 

compliance in the U.S. and Canada, the research 

design adopts a mixed-methods approach. This 

method integrates qualitative research techniques, 

such as interviews and case studies, with quantitative 

methods like surveys and data analysis. The 

qualitative aspect of the study allows for in-depth 

exploration of business practices, experiences, and 

insights from industry professionals, including 

compliance officers, risk managers, and regulatory 

experts. These insights are invaluable for 

understanding the specific challenges organizations 

face in adhering to regulatory standards and how they 

navigate the complexities of GRC implementation. On 

the other hand, the quantitative approach, primarily 

through surveys and statistical data analysis, provides 

broader generalizable insights into the effectiveness of 

current GRC practices across different sectors 

(Cherdantseva, et al., 2016, Kaplan & Mikes, 2016, 

Yang, et al., 2017). By using a mixed-methods 

approach, the study ensures a comprehensive 

understanding of both the strategic and operational 

aspects of regulatory compliance. 

 

Data collection methods for this research are designed 

to gather both qualitative and quantitative data from a 

wide range of businesses across North America. 

Interviews with compliance officers and risk managers 

form a crucial part of the qualitative data collection. 

These professionals possess firsthand knowledge of 

the challenges, processes, and strategies their 

organizations use to comply with regulatory 

requirements. The interviews provide a rich 

understanding of how businesses in various sectors—

such as healthcare, finance, manufacturing, and 

technology—interpret and implement GRC policies. 

The insights gained from these interviews help in 

identifying common pain points and areas where the 

proposed GRC model can offer improvements. 

 

Surveys and questionnaires are also an essential part 

of the data collection strategy. These tools allow for 

the gathering of quantitative data from a larger sample 

of businesses, enabling the study to assess the broader 

trends, challenges, and strategies for regulatory 

compliance. By targeting businesses across different 

sectors, the surveys can identify sector-specific 

challenges and variations in GRC implementation 

(Govindji, Peko & Sundaram, 2018, Saffady, 2023). 

The surveys collect data on the frequency of 

regulatory breaches, the effectiveness of current 

compliance measures, and the barriers businesses face 

when implementing GRC solutions. The responses 

from the surveys provide valuable insights into the 

extent to which businesses are currently adopting GRC 

frameworks and whether these frameworks are 

achieving their intended outcomes. 

 

In addition to interviews and surveys, case studies are 

utilized to provide practical examples of organizations 

that have successfully implemented GRC solutions. 

These case studies are particularly valuable as they 

offer real-world examples of how businesses are 

addressing regulatory compliance challenges through 

GRC frameworks. By examining organizations that 

have adopted innovative technologies, such as 

artificial intelligence or blockchain, to simplify their 

GRC processes, the case studies illustrate the practical 

applications of the proposed model (Recor & Xu, 

2016, Sanaei, et al., 2016, Sikdar, 2021). Furthermore, 

these case studies highlight the lessons learned from 

previous implementations, including best practices 

and areas where businesses faced obstacles that could 

be mitigated by the new GRC model. 

 

Once the data is collected, the next step is to analyze it 

using various techniques that provide insights into the 

effectiveness of current GRC practices and the 

potential impact of the proposed model. Statistical 

analysis plays a significant role in evaluating the 

overall effectiveness of GRC frameworks across 

industries. Through the use of statistical techniques 

such as regression analysis, factor analysis, and 

correlation analysis, the study can identify patterns 

and relationships between different variables, such as 

the level of regulatory compliance, the type of GRC 

system used, and the size and sector of the business. 

This analysis will reveal the effectiveness of existing 

GRC strategies in reducing regulatory risks and 
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improving compliance (Ele & Oko, 2016, Nicho, et al., 

2017, Papazafeiropoulou & Spanaki, 2016). 

Additionally, it will allow the study to compare the 

relative effectiveness of different GRC models used in 

various sectors, providing insights into which 

approaches are most successful in specific regulatory 

contexts. 

 

Risk assessment modeling is another key component 

of data analysis in this study. By using risk models, the 

research can assess the potential risks businesses face 

when adopting different GRC frameworks. These 

models help identify the likelihood of regulatory 

breaches, the potential severity of these breaches, and 

the effectiveness of current risk mitigation strategies. 

The findings from risk assessment modeling can 

inform the development of the new GRC model by 

identifying areas where businesses are most 

vulnerable to compliance failures. For example, if a 

significant number of businesses report frequent 

breaches in data privacy regulations, the GRC model 

can include specific tools or processes designed to 

enhance data protection and ensure compliance with 

privacy laws. 

 

Performance metrics are also used to evaluate the 

effectiveness of existing GRC models and the 

proposed framework. These metrics focus on 

measuring the efficiency, cost-effectiveness, and 

regulatory compliance outcomes of current GRC 

systems. Key performance indicators (KPIs) such as 

the time spent on compliance reporting, the number of 

regulatory breaches, and the cost of implementing 

compliance measures are analyzed to determine the 

success of current frameworks. These performance 

metrics will serve as benchmarks for comparing the 

proposed GRC model against existing solutions, 

helping to identify areas where the new model can 

deliver improvements. 

 

The final phase of the research involves testing and 

validating the proposed GRC model. Pilot testing is a 

critical step in ensuring that the model is practical and 

effective for North American businesses. During this 

phase, the GRC model is implemented in a select 

group of organizations across different sectors to 

assess its real-world applicability. Feedback from 

compliance officers, risk managers, and other 

stakeholders will be gathered to evaluate the model's 

strengths and weaknesses. This feedback will help 

refine the model to ensure that it meets the needs of 

businesses in terms of simplicity, efficiency, and 

regulatory compliance (Al-Hassan, et al., 2020, 

Haugh, 2018, Zaccari, 2016). 

 

In addition to pilot testing, validation of the model will 

involve consulting with industry experts and 

stakeholders to gather insights on its potential impact. 

These experts will provide feedback on the feasibility 

of the model’s implementation and its alignment with 

current regulatory trends and challenges. The 

validation process ensures that the GRC model is not 

only theoretically sound but also practically viable for 

businesses across North America. 

 

In conclusion, the methodology for developing a GRC 

model to simplify regulatory compliance for North 

American businesses combines qualitative and 

quantitative research techniques to provide a 

comprehensive understanding of the regulatory 

landscape. Through interviews, surveys, case studies, 

and data analysis, the research gathers insights from 

various sectors and organizations to identify the 

challenges and opportunities in implementing GRC 

frameworks. The model is tested and validated 

through pilot studies and expert feedback to ensure its 

practical applicability and effectiveness (Callaghan, 

2018, Trew, 2021, Weymouth, 2023). This rigorous 

methodology ensures that the proposed GRC model is 

both comprehensive and adaptable to the diverse 

regulatory environments of the U.S. and Canada, 

enabling businesses to streamline their compliance 

processes while minimizing risks. 

 

2.5. Results and Discussion 

The results and discussion of the proposed 

Governance, Risk, and Compliance (GRC) model for 

simplifying regulatory compliance for North 

American businesses offer a comprehensive view of 

its effectiveness, challenges, and long-term benefits. 

The pilot testing phase, coupled with feedback from 

industry professionals, has provided valuable insights 

into the real-world application of the model, 

highlighting its potential for compliance cost 

reduction, improved transparency, and strengthened 

stakeholder trust (Flores, 2019, Houser & Bagby, 

2023, Park, 2015). However, the study also revealed 

several implementation challenges that businesses 
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face, including technological, organizational, and 

regulatory barriers. By addressing these challenges, 

the proposed GRC model aims to streamline 

compliance processes, reduce risk exposure, and 

enhance governance in the long term. 

 

The findings from pilot testing and feedback from 

industry experts indicate that the proposed GRC model 

has the potential to significantly enhance the 

regulatory compliance efforts of businesses across 

North America. The model was tested in a variety of 

organizations, spanning different sectors such as 

healthcare, finance, manufacturing, and technology. In 

each case, the model proved to be effective in 

simplifying compliance tasks, automating reporting 

processes, and improving real-time tracking of 

regulatory obligations (Romanello Jacob, 2023, 

Smart, 2017, Yeung, et al., 2017). Businesses that 

implemented the model reported a noticeable 

reduction in compliance costs due to increased 

efficiency and reduced manual efforts. The automation 

features of the model allowed companies to allocate 

fewer resources to compliance management, thereby 

freeing up capital for other critical business functions. 

Another significant finding from the pilot testing was 

the improvement in transparency and communication 

within organizations. The model's centralization of 

compliance data provided stakeholders with real-time 

access to compliance status, regulatory updates, and 

risk assessments. This transparency not only helped 

businesses stay compliant but also fostered greater 

trust with external stakeholders, including regulators, 

investors, and customers (Rawat, 2023, Safitra, Lubis 

& Fakhrurroja, 2023). The ability to demonstrate 

consistent compliance with regulatory requirements 

helped strengthen the reputation of organizations, 

which is especially important in highly regulated 

industries such as finance and healthcare. Stakeholder 

trust, in turn, translated into better business 

relationships, increased investment opportunities, and 

a stronger competitive position in the market. 

 

Despite the promising results, the pilot testing phase 

also revealed several implementation challenges that 

businesses must address for the successful adoption of 

the GRC model. One of the primary technological 

barriers identified was the integration of the model 

with existing enterprise resource planning (ERP) 

systems, customer relationship management (CRM) 

software, and other legacy systems. Many businesses, 

especially those in industries with complex regulatory 

requirements, rely on multiple systems to manage their 

operations, and the seamless integration of the 

proposed GRC model with these systems proved 

challenging for some organizations (Abdel-Rahman, 

2023, Lalithambikai & Usha, 2023, Möller, 2023). 

The need for specialized technical expertise to ensure 

proper integration, as well as the potential costs 

associated with system upgrades or replacements, 

were significant concerns for some businesses during 

the pilot phase. 

 

Organizational barriers were also highlighted in the 

results. The successful implementation of a GRC 

model requires strong leadership, clear accountability, 

and a culture that prioritizes compliance. However, 

some organizations faced resistance to change, 

especially from employees who were accustomed to 

traditional, manual compliance processes. The 

challenge of overcoming internal resistance to new 

technologies and workflows required a concerted 

effort from leadership to communicate the benefits of 

the GRC model and provide adequate training and 

support. Organizations that invested in change 

management strategies, including comprehensive 

training programs and stakeholder engagement 

initiatives, were more successful in overcoming these 

barriers. 

 

Regulatory barriers also posed challenges to the 

widespread adoption of the GRC model. The U.S. and 

Canada have complex and sometimes overlapping 

regulatory requirements, and the variability in 

regulations across industries and regions added 

another layer of complexity to compliance efforts. 

Businesses operating in both countries, or even within 

different states or provinces, often face the challenge 

of keeping track of numerous regulatory changes and 

ensuring that their GRC systems are updated 

accordingly (Ani, He & Tiwari, 2017, Djenna, Harous 

& Saidouni, 2021, Judijanto, Hindarto & Wahjono, 

2023). While the proposed model provided flexibility 

to adapt to various regulatory frameworks, some 

businesses expressed concerns about the ongoing 

effort required to maintain regulatory alignment, 

especially as laws and regulations continue to evolve. 

To overcome these challenges, several 

recommendations were proposed based on the results 
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of the pilot testing and industry feedback. First, 

businesses should prioritize investing in robust 

integration capabilities to ensure that the GRC model 

can be seamlessly incorporated into their existing 

systems. Leveraging cloud-based solutions and 

adopting modular GRC tools that can integrate with 

various software platforms may reduce the burden of 

system upgrades and ensure smoother 

implementation. Additionally, businesses should 

collaborate with GRC solution providers to ensure the 

tools are customizable and adaptable to specific 

industry requirements. 

 

Second, organizations should emphasize the 

importance of change management and employee buy-

in when implementing the GRC model. Clear 

communication from leadership regarding the 

strategic benefits of the model, along with 

comprehensive training and support, will help reduce 

resistance and facilitate smoother transitions. 

Engaging employees early in the process and offering 

incentives for adopting the new compliance processes 

can also play a crucial role in overcoming 

organizational barriers (Abraham, Chatterjee & Sims, 

2019, Raveling, 2023, Ustundag, et al., 2018). 

 

Lastly, businesses should stay proactive in addressing 

regulatory challenges by investing in continuous 

monitoring of regulatory changes and ensuring that 

their GRC system is regularly updated to remain in 

compliance. Developing relationships with regulatory 

bodies and industry groups can help organizations stay 

ahead of changes and better anticipate upcoming 

regulatory shifts. This proactive approach to 

compliance will help businesses minimize the risks 

associated with non-compliance and streamline their 

ongoing efforts. 

 

The long-term benefits of the proposed GRC model 

are far-reaching, with a focus on streamlining 

compliance processes, reducing risk exposure, and 

enhancing governance. One of the most significant 

long-term advantages is the reduction in operational 

risks associated with regulatory breaches (Atkins & 

Lawson, 2021, Cohen, et al., 2022, Sabillon, Cavaller 

& Cano, 2016). By automating compliance reporting 

and tracking regulatory obligations in real time, 

businesses can significantly reduce the likelihood of 

human error or oversight, which is often a leading 

cause of compliance failures. The model's predictive 

analytics and risk assessment tools also help 

businesses identify and mitigate potential risks before 

they escalate, enabling them to take proactive 

measures to prevent costly compliance violations. 

 

Additionally, the GRC model's ability to centralize 

and standardize compliance data across organizational 

departments helps improve governance by ensuring 

that decision-makers have access to accurate, up-to-

date information. This centralization promotes more 

informed decision-making and enables leaders to align 

compliance efforts with broader organizational goals, 

ensuring that compliance is not treated as a separate or 

isolated function but is integrated into the company’s 

strategic vision (Lanz, 2022, Shackelford, Russell & 

Haut, 2015, Shackelford, et al., 2015). 

 

Another long-term benefit is the ability of businesses 

to build stronger relationships with regulators, 

investors, and customers. A transparent and robust 

compliance framework fosters trust and confidence in 

the business's operations, improving relationships with 

stakeholders and enhancing the company's reputation 

in the market. Over time, this enhanced stakeholder 

trust can lead to greater market opportunities, 

improved customer loyalty, and a competitive 

advantage in industries where regulatory compliance 

is critical. 

 

In conclusion, the results and discussion of the 

proposed GRC model indicate that it offers significant 

potential for simplifying regulatory compliance in 

North American businesses. While there are 

challenges to its implementation, particularly in terms 

of technological, organizational, and regulatory 

barriers, the long-term benefits, including streamlined 

compliance processes, reduced risk exposure, and 

enhanced governance, make the GRC model a 

valuable tool for businesses looking to navigate the 

complexities of regulatory compliance (Atkins & 

Lawson, 2021, Robinson, 2020, Roshanaei, 2023). By 

addressing the challenges and leveraging the 

opportunities presented by the model, businesses can 

ensure greater operational efficiency, cost savings, and 

improved stakeholder trust in the long run. 
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2.6. Conclusion 

The proposed Governance, Risk, and Compliance 

(GRC) model presents a comprehensive approach to 

simplifying regulatory compliance for North 

American businesses. Through the pilot testing phase 

and industry feedback, the model demonstrated its 

potential to significantly streamline compliance 

processes, reduce operational risks, and enhance 

transparency. By automating critical compliance tasks 

and providing real-time tracking of regulatory 

obligations, the model has proven effective in 

lowering compliance costs and improving governance. 

It also strengthens stakeholder trust by enabling 

organizations to provide clear, accurate, and timely 

information regarding their compliance status. The 

integration of advanced technologies, such as AI, 

blockchain, and predictive analytics, further augments 

the model’s ability to manage regulatory risks and 

adapt to a rapidly evolving compliance landscape. 

 

For businesses, adopting an integrated GRC model 

offers several strategic advantages. One of the most 

significant is the reduction of compliance-related 

operational costs. By automating repetitive 

compliance tasks and centralizing data, organizations 

can significantly cut down on manual labor and 

resources, which can be better allocated to other core 

business activities. Additionally, the model's ability to 

improve transparency and facilitate real-time reporting 

enhances trust with regulators, investors, and 

customers, which is particularly critical in highly 

regulated industries. Furthermore, the GRC model's 

robust risk assessment capabilities help organizations 

identify potential compliance issues before they 

escalate into costly violations, ensuring more 

proactive and preventive management of regulatory 

risks. The long-term benefits of adopting such a model 

include enhanced governance, reduced risk exposure, 

and stronger relationships with stakeholders, leading 

to a more competitive position in the market. 

 

However, while the GRC model offers significant 

promise, there are still challenges related to its 

implementation. Businesses must address 

technological, organizational, and regulatory barriers 

to fully harness the potential of the model. The 

integration of the GRC system with existing enterprise 

software and overcoming resistance to change within 

organizations remain areas that require attention. 

Moreover, the complexity of North American 

regulatory environments—particularly the differences 

between U.S. and Canadian regulations—adds an 

extra layer of difficulty that businesses must navigate. 

Future research could further explore how GRC 

systems can evolve to provide even more adaptive and 

flexible solutions for companies operating in diverse 

industries and regions. Exploring the integration of 

more advanced technologies, such as machine learning 

and natural language processing, could also enhance 

the ability of GRC models to monitor and interpret 

regulatory changes in real time. 

 

In conclusion, the GRC model has the potential to 

transform how North American businesses approach 

regulatory compliance. By simplifying compliance 

processes, reducing risks, and improving 

transparency, it offers substantial strategic advantages. 

However, overcoming the challenges associated with 

its implementation will be key to maximizing its 

benefits. Future research into the continuous 

development of GRC solutions and regulatory 

technologies will further refine the model, ensuring 

that businesses are equipped to navigate the 

complexities of modern regulatory environments with 

greater efficiency and confidence. 
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